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Notes 

1. Older GO-Global clients can connect to GO-Global 6.2.5 hosts, but some enhancements and 
fixes will only be supported with GO-Global 6.2.5 clients. Users should upgrade their clients 
to version 6.2.5. 

2. Upgrading version 6.0 systems using cloud trial licenses to version 6.2 is not supported. 

3. GO-Global 6.2 cannot be used with a version 6.0, or 6.1 license. If you are upgrading to GO-
Global 6.2 from an earlier version, you will need a new version 6.2 license file. You can 
request a new license file via the License Change Request (LCR) page on the Customer 
Portal.  

4. The GO-Global Host 6.2 does not support and will not install on Windows 7, Windows 8, 
Windows 8.1, Windows Server 2008 R2, Windows 10 Enterprise Long-Term Servicing Channel 
(LTSC) versions other than 1809, and Windows 10 Semi-Annual Channel (SAC) version 1909 
and earlier. 

5. GO-Global manages licenses from the Application Host Manager by default. 



 

 

 
 

Supported Platforms 

 GO-Global Host 

The GO-Global Host requires one of the following 64-bit Windows operating systems:  

• Windows Server 2022 — Standard and Datacenter 

• Windows Server 2019 — Standard and Datacenter 

• Windows Server 2016 — Standard and Datacenter  

• Windows Server 2012 R2 — Standard and Datacenter 

• Windows 11 — Professional and Enterprise 

• Windows 10 (latest and prior SAC releases) — Professional and Enterprise  

• Windows 10 (latest and prior LTSC releases) — Enterprise  
 

 

The GO-Global Host is supported on computers that have the latest Windows Updates installed. 

GO-Global can be installed and run on guest operating systems that are managed by hypervisor 
products such as VMware ESXi, Microsoft Hyper-V, and Citrix Hypervisor. GO-Global is not supported 
on computers that have the Hyper-V role or feature enabled.  
 
The GO-Global Host does not support systems that have Hypervisor Code Integrity (HVCI) enabled. 
When HVCI is enabled, System Information reports that Virtualization based security is Running. If the 
GO-Global Host is installed on a system where Virtualization based security is listed as Running in 
System Information, the system will fail to start or the GO-Global System Extensions Driver will fail to 
load. To run GO-Global on such a system, Virtualization Technology must be disabled in the 
computer's BIOS. 
 
 

 
  



 

 

 

GO-Global Client 

GO-Global supports the following client platforms: 

• Windows 11 Professional and Enterprise (64-bit)  

• Windows 10 Professional and Enterprise (32-bit/64-bit)  

• Windows 7 Professional, Ultimate, and Enterprise (32-bit/64-bit)  

• macOS 10.13 and later 

• Red Hat Enterprise Linux 7 and 8 (64-bit) 

• CentOS 7 and 8 (64-bit) 

• Ubuntu 19 and 20 (64-bit) 

• SUSE Linux Enterprise 12 and 15 (64-bit) 

• iOS 12.0 and later 

• Android 9.0 and later on ARM processors, including Chromebooks manufactured in or after 2019 

 
 
 

Browsers 

GO-Global supports the following browsers:  

• Mozilla Firefox  

• Apple Safari 12 and later on macOS 

• Google Chrome  

• Microsoft Edge  

  

 

    

  



 

 

Antivirus Software 

The following antivirus products have been tested and verified to be compatible with GO-Global:  

• Sophos Endpoint Protection (except on Windows Server 2012 R2) 

• 360 Total Security 

• Adaware Antivirus 12 

• Avira Security 

• Bitdefender Agent Antivirus Free Edition 

• eScan Anti-Virus (AV) Edition for Windows 

• Eset Security 

• McAfee Total Protection 

• Norton 360 

• TotalAV Antivirus 2023 

• Vipre 

• Panda Free Antivirus 

• ZoneAlarm Next Gen 

• Cortex XDR 

• F-Secure 

• Acronis Cyber Protect Cloud (included with Acronis backup solutions) 

• CrowdStrike Falcon Kaspersky  

 

GO-Global and antivirus products use similar techniques to extend Windows functionality. This can 

result in incompatibilities between GO-Global and antivirus products. It is not sufficient to deactivate 

an incompatible antivirus product. Incompatible antivirus products must be completely removed 

from the system.  

The following products are incompatible with GO-Global:  

• AVG  

• Sentinel One  

• Avast  

• Sophos Endpoint Protection on Windows Server 2012 R2 

• Webroot (Note: The Webroot uninstall may fail to fully remove Webroot from the computer. To 
fully remove Webroot, uninstall it, reboot in Safe Mode, and then delete all the files 
in C:\Program Files\Webroot\Core. Then delete C:\Windows\System32\drivers\dbcm.bin to re-
enable GO-Global. Then reboot the computer.) 

• Trend Micro (Workaround: Add logon.exe, pw.exe, and any other programs that need to run in 
GO-Global sessions under Trend Micro’s Protection Settings | Exception Lists | 
Programs/folders.) 

 



 

 

Fixed Issues 

 

  Case ID Bug ID Description 

65440 

65509 

65507 

65639 

65621 

65664 

65738 

65823 

20613 

20447 

GO-Global is incompatible with Windows Updates for Windows 11 22H2 

that were released between April 25, 2023 and August 22, 2023. 

 20611 
Version 6.2.1 Application Hosts do not work with Version 6.2.5 

Application Host Managers and vice versa.  

65897 
20593 

20592 

In version 6.2.4, Dependent Hosts disconnect intermittently from a 

Relay Load Balancer that is using TLS. 

 
20587 

20582 

Microsoft Edge crashes when it is run via GO-Global version 6.2.5.32831 

and the Serial and parallel ports feature is enabled. 

 20580 
RunDll32 crashes when it is run under a new user's account via GO-

Global version 6.2.5.32831 on Windows Server 2012 R2.  

65923 

65563 

65377 

20511 

20566 

20552 

AppController fails to connect/reconnect when a third-party load 

balancer is used, and the stickiness option is not enabled.  

65818 20568 
The wireframe window moving mode (DragFullWindows = false) does 

not work when Performance Auto-Tuning is enabled. 

65671 20538 
PROCESSOR_ARCHITECTURE environment variable is not correct in GO-

Global sessions. 

65605 20533 
Painting problems occur when users move windows between monitors 

that have different scale factors and are stacked vertically. 

65603 20532 KeePass Auto-Type feature does not work in GO-Global sessions. 

 

 

 

 

 

 

 



 

 

  Case ID Bug ID Description 

64196 

65157 

20528 

20493 

Intermittently, cells copied from Microsoft Excel running on the client 

cannot be pasted into an application running on the host. 

 20517 

Display problems occur intermittently when users reconnect to 

sessions in a farm environment that is configured to use OpenID 

Connect Authentication. 

65408 20483 
GO-Global does not enforce the Maximum sessions per user setting 

when Two-Factor Authentication is enabled. 

65232 

48498 

46088 

20457 

15707 
Users can see other users' printers. 

64595 20450 OpenID Connect Authentication fails intermittently when Okta is used. 

64711 

65854 
20398 Default Authorize and Token URLs do not work with KeyCloak. 

64717 20391 
The input method does not change when applications call the 

ImmSetOpenStatus method. 

64714 20378 AppController for macOS sometimes z-orders windows incorrectly. 

64592 20371 
Bold characters are not displayed when drawing coordinates are 

negative. 

64529 20360 A server crash can occur when Performance Auto-Tuning is enabled.  

64443 

64265 

58695 

20335 

20294 

19975 

19127 

Microsoft Edge WebView2 controls do not display in GO-Global 

sessions. 

64323 20305 
Application fails to communicate with serial device after upgrading to 

GO-Global 6.2.3. 

64036 20248 
Cannot select the OpenID Connect field from which a user's Windows 

User Principal Name is obtained. 

 
20236 

20199 

The Admin Console hangs when version 6.2.1 Application Hosts are 

connected to version 6.2.3 Application Host Managers and vice versa. 

62556 19946 
Command-line options specified under User/Group Properties are not 

applied when the client is started with the -a command-line option. 

 



 

 

 
Known Issues  

The Sign In dialog and its associated session remain running forever if the user does not sign in. 
By default, this is still the case, but administrators can now limit the amount of time that users 
have to sign in by changing the value of the SignInTimeLimit property in HostProperties.xml 
from -1 (no limit) to the number of minutes users will have to sign in. When this limit is 
exceeded, the session will close after briefly displaying a message that informs the user why the 
session is closing.  

Windows Explorer (File Manager) does not run in GO-Global sessions on Windows 11 Version 
21H2. 

Client Sound does not work on Windows 11 or Windows Server 2022.  

The latest versions of Microsoft Edge (version 101 later) and Google Chrome (version 102 and 
later) do not run in GO-Global sessions on Windows 11 or Windows Server 2022. To work around 
these issues, use Firefox (64-bit) in GO-Global sessions on Windows 11 and Windows Server 
2022. 

Type 4 printer drivers are not supported. 

Task Manager crashes in console and RDS sessions on Windows 10 and Windows 11 when the 
GO-Global Host is installed. 

The GO-Global Host and AppController for Windows are digitally signed using a certificate issued 
by DigiCert. The root certificate of GraphOn’s signing certificate is the “DigiCert Trusted Root G4” 
certificate. DigiCert’s certificate is normally installed on Windows systems, but it may not be 
installed on systems where Windows has been freshly installed from an ISO or image. If the 
certificate is not installed on a computer running the GO-Global Host, GO-Global sessions will 
not start. If it is not installed on a Windows client computer, AppController may not run. If 
either occurs, you can resolve the issue by downloading the certificate from DigiCert’s website 
and installing it on the affected computer. 

  



 

 

 

       Known Issues  

Version 6.2.1 may fail to install via GO-Global's Host Update feature on systems that a) have 

November 2021 Windows Updates installed and b) do not have December 2021 or later Windows 

Updates installed. This is due to a Microsoft bug in some November 2021 Windows Updates 

which is fixed in its December 2021 Windows Updates.  

 

When this issue occurs, GO-Global's Host Update feature appears to successfully install the GO-

Global 6.2.1 host update, but most of GO-Global's binary files are not upgraded to version 6.2.1. 

In addition, after the computer is restarted, the Admin Console continues to report: "A GO-

Global host update has been installed on [computer_name]. Please restart the computer for the 

update to take effect." Restarting the computer, however, fails to resolve the issue.  

 

This issue does not occur when GO-Global is upgraded to version 6.2.1 by running the full GO-

Global Host installer that is available in the GraphOn Customer Portal. This is true regardless of 

whether the problematic Windows Updates are installed on the computer. If, however, GO-

Global is first upgraded to version 6.2.1 via the Host Update feature and this issue occurs, the 

issue cannot be resolved by thereafter running the full GO-Global Host 6.2.1 installer. This is 

because it appears to the installer that version 6.2.1 is already installed.  

 

If you encounter this issue, contact GraphOn Customer Support to obtain a utility that resolves 

the issue.  

32-bit Chrome is not supported as a published application. Only 64-bit Chrome can be run in 

GO-Global sessions.  

When Open File Redirection is enabled for a given document type (e.g., a Microsoft Word 

document), the document’s normal icon will be replaced with a generic icon when files of the 

document type are viewed within Windows Explorer or a File Open dialog in a GO-Global 

session. Also, if a Microsoft Office application is run in a GO-Global session, it will display a 

message to the user indicating that the application (e.g., Microsoft Word) is not the default 

application for viewing and editing documents. Therefore, if users need to run Microsoft Office 

applications on the host, the Open File Redirection feature should be disabled for Microsoft 

Office document types. 

Users running Microsoft Office applications in GO-Global sessions cannot save files to 

MyWorkDrives mapped on their local computer. 



 

 

 

Known Issues 

The Video Replay option: 

• Is only supported by AppController for Windows 

• Requires that Window Media Foundation be installed on Windows Server 2012 R2 hosts 

• Consumes more memory and CPU than the standard RapidX Protocol 

• Is slower when the screen size of the video is larger  

Regardless of whether the video option is enabled: 

• Videos do not play when Chrome version 80 is run in a GO-Global session 

• Videos do not play in Internet Explorer unless the Windows Audio Service is enabled 

• Videos are not displayed when Windows Media Player is run in a GO-Global session 

 

To work around the Windows Media Player issue, customers can use a different media player.  

The Open File Redirection feature is only supported by AppController for Windows. 

DPI Scaling may not work in the GO-Global Web App. 

Clients may bypass third-party load balancers and connect to Farm Hosts indirectly via Farm 

Managers. Similarly, clients may connect directly to Dependent Hosts.  

When a user connects to a Farm Host, the Admin Console does not list the IP address of the 

client device.  

When Notify users when connections are secure is enabled, the “secure connection” 

notifications can interfere with automatic reconnect.  

When a host is configured to use a cloud license, the Seats in use value in the Admin Console 

displays the number of License Seats that are in use on the selected host. If more than one 

host is configured to use the same cloud license, Seats in use will not display the total number 

of the license's seats that are in use. 



 

 

 

       Known Issues  

If AppController has been uninstalled from a client system, browsers do not subsequently 

prompt users to re-install it. 

The GO-Global Host installer does not support downgrades or repairs. To downgrade or repair a 

GO-Global Host installation, use the GO-Global migration utility (migrate.exe) as described in the 

Administrator Guide. 

Firefox 64 as a published application might hang after browsing web pages.  

When the Web App is used by itself (without AppController), the Cut, Copy, and Paste menu 

options of applications running in GO-Global sessions cannot be used to transfer data between 

local and remote applications. To cut, copy, or paste data between local and remote 

applications, users must use the respective keyboard shortcuts, Ctrl+X, Ctrl+C, and Ctrl+V.   

Copy and paste does not work in some scenarios in the GO-Global Web App. 

The Microsoft Remote Desktop Client is not supported in GO-Global sessions. 

Server-side Input Method Editors (IMEs) do not work in GO-Global sessions on Windows Server 

2019 or Windows 10.  

When a file is saved to a directory on a client computer from a Microsoft Office application 

running in a GO-Global session on a Windows 10 host, an additional temporary (.tmp) file is 

stored in the client directory along with the saved file. 

AppController may not start automatically after it is installed. If this happens, click the Reload 

link. 



 

 

             

        Known Issues  

The Client Sound feature is not supported on Apple Safari 15 when using the GO-Global Web 

App. 

JPG, PNG, BMP, and JPEG files fail to open in GO-Global sessions. To work around this issue, 

specify the editor for these file types for all users via Group Policy 

(https://techcommunity.microsoft.com/t5/ask-the-performance-team/how-to-configure-file-

associations-for-it-pros/ba-p/1313151).  

When F-Secure Antivirus is installed together with the GO-Global Host on Windows 10, sessions 

take more than two minutes to start. To work around this issue:  

1. Open F-Secure.  

2. Select the AntiVirus tab on the right pane.  

3. Click Settings.  

4. Select DeepGuard.  

5. Click View excluded files.  

6. Click Add new.  

7. Add C:\Windows\System32.  

8. Add C:\Program Files\GraphOn\GO-Global\Programs.  

9. Close all F-Secure windows.  

10. Restart the computer.  

When Enhanced Client-Side IME is enabled, the IME composition might appear in the wrong 

location initially when the user starts typing in some applications. 

32-bit applications fail to launch in a GO-Global session when ZoneAlarm Extreme Security is 

installed on the GO-Global Host. To allow 32-bit applications to launch, turn off Enable 

behavioral scanning under ZoneAlarm’s Advanced Settings. 

Client printing is not supported on GO-Global Hosts running Remote Desktop Services. Printing 

to redirected printers in the RDS session does not work if GO-Global is installed. 

  

https://techcommunity.microsoft.com/t5/ask-the-performance-team/how-to-configure-file-associations-for-it-pros/ba-p/1313151
https://techcommunity.microsoft.com/t5/ask-the-performance-team/how-to-configure-file-associations-for-it-pros/ba-p/1313151


 

 

GO-Global's version is listed incorrectly in the Program Window's About box when a version 6.2.5 

client is connected to a GO-Global Host running version 6.2.4 or earlier. 

 

An application (e.g., Windows File Explorer) or an application's features only work for members 
of the Administrators group when Integrated Windows Authentication or OpenID Connect 
Authentication are used.  
 
Root Cause: By default, Windows does not grant Launch and Activation COM rights to standard 
users who have not signed in to Windows interactively by entering a username and password. 
 
To resolve this, grant users Launch and Activation rights as follows: 
 

1. Run dcomcnfg.  

2. Navigate to Component Services | Computers | My Computer.  

3. Right-click My Computer and click Properties.   

4. Select the COM Security tab.   

5. Under Launch and Activation Permissions, click the Edit Default... button.   

6. Click the Add button. (Note: The default permissions grant full rights to the 
INTERACTIVE and Administrators groups. This is why this works for all users 
authenticated via a username and password (INTERACTIVE users) and members of 
the Administrators group when Integrated Windows Authentication or OpenID 
Connect Authentication is used.  

7. Add Domain Users.  

8. Select Domain Users in the Group or user names list.  

9. Click the Allow checkboxes next to Local Launch and Local Activation.  

10. Click OK.  

11. Click OK.  

Microsoft Edge WebView2 controls do not work in Viva Insights in Outlook, and they do not work 
in any application on Windows 11 22H2. 
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